
Business Continuity Management in 2021

• Simon Jordan   Business Continuity Institute – Auckland BCI Forum

Leader

• Andrew Curlewis   Director Future Programmes, Babcock New Zealand

• Andy Horne   Partner Dispute Resolution and Litigation,   

MinterEllisonRuddWatts



BCI Auckland Forum - Launch



PROFILE: SIMON JORDAN

• Bachelor of Sciences (Earth Sciences) – Waikato University 1997

• Member of the Business Continuity Institute – Auckland BCI Forum Leader

• ISO22031/ISO27001 Lead Implementer, IRCA Certified ISO727001 Information Security Lead Auditor

• Over 20 years of business experience in both NZ and the UK

• Business/technical mix covering Business Continuity, Disaster Recovery, Information Security, Risk, 
Information Technology and Networking and Business

• BSI External Trainer – Business Continuity, Information Security, Risk and Asset Management Systems
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Company Role Responsibilities

Resilient IT Managing Director/Principal Consultant - Auckland
Business Continuity, Information Security and 
Risk Consulting

Plan B Key Account Manager – Wellington/Auckland
Top 35 Accounts - Insurance, Banking, Retail, 
Legal, Logistics, Distribution

IBM Key Accounts - Systems & Technology - Wellington
BNZ, ANZ, MoH, Police, Customs, Southern 
DHB’s, NIWA

Gen-i/Spark Business Solutions Specialist - Wellington
Infrastructure and WAN specialist - Enterprise 
and Government

Itegrity (UK) Director/Security Specialist - London Banking, Legal and Government

ComputerLand Account Manager - Hamilton Corporate Accounts & Education Sector















































How does Horizon Scanning influence Business Continuity Management
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Business Continuity 

›Andrew Curlewis Director Future Programmes

›Babcock New Zealand



New Starter Orientation
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At a glance

Operations in 

over 25 
countries 

across 6 
continents

Revenue of 
over 

NZ$9.4bn in 
FY20

Employing a 
workforce of 

over 35,000
skilled 

personnel

Listed on the 
London 
Stock 

Exchange

Established 

in 1891

A leading 
defence and 
aerospace 
company

Order book 
and pipeline 

of $66.5
billion



New Starter Orientation

31

Group Structure – How We 
Operate

MARINE

Delivers a wide array of complex through-life marine engineering 
services. 

Naval fleet support, commercial marine, engineering consultancy, 
weapons handling, equipment support, intelligence, cyber security 
and training delivered through unique owned and managed 
infrastructure to defence and civil customers across the globe.

LAND

Providing large scale critical fleet management, training and 
engineering services.

Defence, emergency services, airport and commercial vehicle 
fleets – comprising around 80,000 vehicles - while also providing 
engineering services and technical training for customers 
worldwide.

AVIATION

Providing an array of critical aviation engineering services to 
defence and civil customers. 

Technical training of advanced fixed and rotary wing pilots, 
engineering and equipment support and maintenance, airbase 
management and logistics, to operating owned and customer 
owned aviation fleets for emergency services and offshore 
customers around the world.

CAVENDISH NUCLEAR

Delivering complex  through-life nuclear engineering to public 
and private customers 

Major nuclear decommissioning programmes, training, operation 
support, new build programme management, design and 
installation and critical safety training to both public and private, 
UK and increasingly international customers.

TECHNOLOGY

GLOBAL GROWTH
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Asset 
Management

Largest 
Calibration 

Centre in NZ

37 naval 

vessels under 
management

Commercial marine 
services

Marine 
Industrial 

Design

Air New Zealand – Ground 
Support Maintenance Contract

Dockyard 
Management 

Contract, 
Royal New Zealand 

Navy

490 Employees 
(Incl 42 Navy 
personnel)

“Those who protect or serve our 
Nation rely upon us for their 

support”

Supply Chain 
delivering  
$40M/yr

New Starter Orientation

Fixed High 
Frequency 

Radio contract

49 Design 
Engineers

NZ Largest 
Graving Dock  
1888 (160m)



Risk Realisation - March 2020
Understand the Issue

• Watching the world react
• Tested large scale working from home
• Separation of workforce concept - Red/Green Teams
• Understanding the customers immediate needs



Command & Control 
Derive Solution

• Saturday 21st March 2020 

• Command Huddle
• Establish Immediate 

actions 
• Establish a Battle Rhythm 



Customer 
Derive Solution

• Use of common language
• What was the Command Aim?
• All subsequent activity was 

conducted collaboratively



Consultation & Comms 
Promote Vision

• Consultation with 3 Unions
• External Stakeholders – Wellington, Adelaide, London
• Our People
• Our Supply Chain
• Documentation of the plan
• Txt, email, video, briefings



Implementation 
Do Activity

• Separation of Workforce
• Working from home
• Visible Leadership on site and 

virtually
• MBIE Inspection & Accreditation
• Virtual on boarding of new staff
• Docking/Undocking/Docking
• FaceTime/Zoom/MS Teams



Review 
Learn

• Daily/Weekly review meetings
• Our People
• Business Leaders H&S forum
• COVID Level Changes



Business as Better 
Learn

• IT budget takes a hit!
• Learning from experience
• Implementing Agile working across business
• Use of augmented reality to solve the NZ Boarder 

issues



Recognition

Babcock NZ  - winner of the Strategic Partnership Award, one of 
the 2020 Minister of Defence Awards of Excellence to Industry. 

“Your work during the lockdown in developing a business 
continuity plan that split the entire Navy dockyard up into teams 
helped to keep the Navy running through the pandemic.” 



Key Take a ways

• Understand the Issue
• Derive a solution
• Promote vision
• Do Activity
• Learn



Andrew Horne | MinterEllisonRuddWatts

Andrew co-heads MinterEllisonRuddWatts’ national dispute resolution 

practice.  He also leads the firm’s insurance practice. 

With more than 25 years’ experience as a lawyer and advocate, he regularly 

represents clients in mediation and at all levels of the New Zealand courts.  

He has extensive experience in corporate and commercial disputes, 

regulatory, insurance, financial services and technology disputes.



Cyber and 
business 
interruption 
risks



A typical cyber event

Malicious hacker data 
breach

Types of loss

• Your own costs

• Lost profits

• Liability to other people

• Fines and penalties



Cyber insurance

Typically covers:

• Cost of expert help

• PR costs

• Data restoration costs

• Ransom costs

May cover:

• Hardware and software repair costs

• Business interruption costs – lost profit

• Liabilities to third parties and contract penalties

• Fines, penalties and defence costs

• Digital media claims – e.g. defamation



Cyber insurance …

Typical exclusions:

• Misdirected payment losses

• Damage to computer system from usual perils

• Loss caused by an authorised person 

• Loss caused by a system failure

• Natural disasters

• Fines and penalties other than data protection



Professional Indemnity

Insurance 

• Breach of confidence – client data

• Loss of client data

• Conduct by employees – social media

• Misdirected funds (beware exclusions)

• Breach of client privacy

• Breach of client IP rights

• Transmission of computer virus



Fidelity and Crime 
insurance

• Data breaches by employees

• Theft of money by employees

• Intentional damage to systems

• Ransom demands



Statutory Liability 
insurance

• Fines for privacy breaches

• Fines and penalties under 
industry or regulatory schemes

• Defence costs



Hints and tips

• Identify key risks for your business

• Ask broker which policy covers

• Consider any gaps in cover

• Consider any sub-limits of cover

• Think about reducing risk


